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OBJECTIVES

Backup, security and encrytion.

It is extreamly important to ensure proper
practice of storing and protecting files and data
on WordPress. The following plugins will ensure
your WordPress blog is protected from viruses,
hardware failure and human error, providing you
with peace of mind.
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Create a backup using UPDRAFT Secure your account using WORDFENCE Encrypt your account using BOXCRYPTOR



Installed Plugins

I Add New

Plugin File Editor | UPDRAFT

UPDRAFT is a plugin used to backup data in

UpdraftPlus WordPress Backup WordPress. UPDRAFT protects data agaisnt
Plugin human error, hardware failure and virus attacks.

More Details
Backup and restoration made easy. Complete

backups; manual or scheduled (backup to i
UpdraftPlus - Follow the simple steps below to backup data.

Dropbox, S3, Google Drive, Rackspace, FTP, :
SFTP, email + others). Activate

Step1

Access your WordPress dashboard and

@ Welcome to UpdraftPlus, the world's Iocate the pl Ugi n me n U .

most trusted backup plugin!

Press here to start!

UpdraftPlus - Backup/Restore  Backup and restore: take backups locally, or backup to Amazon S3, Dropbox, Google Drive, Rackspace, (S)FTP, WebDAV

R e Search for the UPDRAFT plugin, intall
and activate the plugin.

Twitter | Support | Newsletter sign-up | Lead developer's homepage | FAQs | More plugins - Version: 1.22.23

Clone Settings Advanced Tools Premium [ Extensions Step 3
Choose your backup schedule Close ()

and retain this many scheduled backups: FO”OW the Onboarding Sequence_

Choose the schedule that you want your backups to run
on.

Daily v | and retain this many scheduled backups:
T o]

To fix the time at which a backup should take place, (e.g. if your server is busy at day and you want to run

overnight), to take incremental backups, or to configure more complex schedules, use UpdraftPlus Premium Adj u Ct t h e ba C ku p SC h ed u I e i n Setti ngS.

Next scheduled backups:

Files: Database:
Nothing currently scheduled Nothing currently scheduled Backup Now

Uil B Sun, October 9, 2022 10:19

Step 5
Click on BACKUP NOW to create a backup.

Your first backup close (%)

To make a simple backup to your server, press this button.
Or to setup regular backups and remote storage, go to

Last log message: settings

(Nothing has been logged yet)




WORDFENCE

WORDFENCE is a plugin used to secure data in
WordPress. WORDFENCE analyses threats and
blocks malicious activity. Helping to secure data.

Follow the simple steps below to secure data.

Step1
Access your WordPress dashboard and
locate the plugin menu.

Step 2
Search for the WORDFENCE plugin, install
and activate the plugin.

Step 3
Set your prefared email in the widget to recieve
security updates.

Step 4
Scan WordPress to receive insight into account
safety.

Step 5
Review malicious activity blocks.

A Plugins Installed Plugins

I Add New

Plugin File Editor

Wordfence Security — Firewall & -Install Now
m Malware Scan

More Details
Secure your website with the most
‘ ' ' ‘ . ' comprehensive WordPress security plugin.
. Firewall, malware scan, blocking, live traffic,
Wordfence ' . g
login security & more.

By Wordfence

Wordfence

‘l ' ‘ . [ ] Securing your WordPress website

You have fully installed 7.71

Please tell us where Wordfence should send you security alerts for your website:

you@example.com

We do not use this email address for any other purpose unless you opt-in to receive other mailings. You can turn off alerts in the options.

Would you also like to join our WordPress security mailing list to receive WordPress security alerts
YES | NO
and Wordfence news?

CONTINUE

Scan Firewall
Detection of security issues Protection from known and emerging threats

Manage Scan Manage Firewall

: Total Attacks

20,000,000
18,000,000
16,000,000
14,000,000
12,000,000
10,000,000

8,000,000




SIGN IN CREATE ACCOUNT

o Insert Information Password Information

First Name Last Name

dfomth ’3
1you wa tt penit?

Welcome to )

Everything is up-to-date.

Changes to your files and folders are shown
here as they are uploaded.

Add Provider... < ’ @ 1

Get Started

Add your first provider to start working with
encrypted data.

y

'Home Changes  Settings

‘ Google Drive

BOXCRYPTOR

BOXCRYPTOR is an external service that provides
an extra layer of protection for cloud storage
by encrypting local files on a device.

Follow the simple steps below to encrypt local files.

Step 1
Create an external BOXCRYPTOR account and
download the application onto your device.

Step 2
Instal BOXCRYPTOR by dragging and dropping the
file into applications.

Step 3
Open BOXCRYPTOR and sign in.

Step 4
Add a provider to start protecting data.

Step 5
Review protected accounts to ensure they're
correctly protected through the desktop widget.



ELEMENTOR

ELEMENTOR is a plugin used for post customization.
Create attractive websites using the plugin to drive
and engade an audience.

Follow the simple steps below to start designing.

Step 1
Access your WordPress dashboard and
locate the plugin menu.

Step 2
Search for the ELEMENTOR plugin, install
and activate the plugin.

Step 3
Review ELEMENTOR settings through the
WordPress dashboard.

Step 4
Add a new post or edit an existing one with
the ELEMENTOR widget found at the top of the page.

Step 5
Customize posts using a wide range of widgets
from the ELEMENTOR plugin.

A¢ Plugins

e Users

4~ Tools

Q7 Media
M Pages

® Comments

@ Elementor

Installed Plugins

I Add New

Plugin File Editor

Elementor Website Builder

The Elementor Website Builder has it all: drag More Details
and drop page builder, pixel perfect design,

mobile responsive editing, and more. Get

started now!

By Elementor.com

General Integrations Advanced Experiments

Post Types Posts
Pages
() Landing Pages
Royal Templates
[ /) o

elementor
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